ExpressVPN Publishes PwC Audit Report, Leading Way in Industry Transparency

*Audit checked compliance with privacy policy and TrustedServer technology*

TORTOLA, British Virgin Islands (PRWEB) July 10, 2019 -- ExpressVPN released today an independent audit of its VPN servers by PwC (PricewaterhouseCoopers). The publication of the audit underlines ExpressVPN’s commitment to transparency and delivering to customers privacy and security that they can trust.

In the audit, PwC’s security audit professionals examined ExpressVPN’s servers and code to confirm compliance with ExpressVPN’s published privacy policy and to validate that its TrustedServer technology works as described. Key elements of the privacy policy that were reviewed include ExpressVPN’s policy of not collecting activity logs, connection logs, or any other information that could compromise users’ privacy or security by linking them to specific online activity. The audit was conducted under the International Standard on Assurance Engagements (ISAE) 3000 and is available to ExpressVPN customers at [https://www.expressvpn.com/security-audits](https://www.expressvpn.com/security-audits) and to journalists and reviewers on demand at press(at)expressvpn.com.

“Our customers trust us to protect their privacy and security, and we believe in earning that trust through transparency, rather than just asking them to take our word for it. Audits by trusted third parties provide independent verification of the privacy and security commitments we make to customers,” said Harold Li, vice president, ExpressVPN. “In this latest audit, we gave PwC extensive access to our servers, code, and engineers and invited them to independently vet our privacy policy. We’re very pleased with the results.”

The audit also checked the accuracy of claims ExpressVPN has made about how its TrustedServer technology works. TrustedServer sets a new standard in the VPN industry for privacy and security by minimizing data risk and ensuring software consistency at scale. It ensures all data is wiped with every reboot by having servers run in RAM only (never hard drives*) and it delivers greater security through consistency across ExpressVPN’s 3,000+ servers by reinstalling the entire software stack fresh every time a server reboots.

This comprehensive audit is just the latest in ExpressVPN’s work to increase transparency in the VPN industry, with the goal of empowering consumers with the information they need to choose the best VPN for them. Last year, ExpressVPN worked with the Center for Democracy and Technology to launch an industry initiative on responsible disclosure in the VPN sector. Earlier this year, it published a security assessment of its browser extension by cybersecurity firm Cure53 and also open-sourced the extension source code. The company provides detailed information about its security practices on its website and has developed open-sourced leak-testing tools to enable independent verification of its apps’ protection against leaks. ExpressVPN is committed to publishing additional audits and penetration tests in the future.

“Privacy and security have never been more important, and consumer VPNs are being adopted at an ever faster rate. It’s thus crucial that we have high standards for trust and transparency in the industry,” added Li.

“ExpressVPN will continue leading the way not just in delivering the best in privacy and security, but also in enabling everyone to verify that for themselves.”

About ExpressVPN
Founded 10 years ago, ExpressVPN is one of the world’s largest providers of VPN services, enabling users to
protect their privacy and security online with just a few clicks. The company’s award-winning software for Windows, Mac, iOS, Android, Linux, routers, and browsers secures user information and identities with best-in-class encryption and leakproofing.

With 3,000+ servers across 94 countries and new servers added each week, ExpressVPN provides a fast connection wherever users are and offers uncensored access to sites and services from around the world. Based in the British Virgin Islands, ExpressVPN has a globally distributed team working in cities including Toronto, London, Paris, Zagreb, Singapore, Hong Kong, Perth, Manila, and Tokyo.

A vocal advocate for internet freedom and privacy, ExpressVPN is a proud financial supporter of nonprofit organizations fighting to protect digital rights, including the Electronic Frontier Foundation, the Internet Defense League, OpenMedia, and others. To learn more about ExpressVPN’s privacy and security solutions, visit expressvpn.com.
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You can read the online version of this press release [here](#).